**K-12 Threat Assessment and Management:**

**Process Summary and Selected Resources[[1]](#footnote-1)**

**I. Introduction**

 In 2002, the United States Department of Education and the United States Secret Service published *The Final Report and Findings of the Safe School Initiative: Implications for the Prevention of School Attacks in the United States (“SSI Report”)*.[[2]](#footnote-2) The *Safe School Initiative* study, which examined 37 incidents of targeted school violence that occurred in the United States from December 1974 through May 2000, found that incidents of targeted violence in school were rarely impulsive, that pre-attack behaviors were often observable, and that other people often knew that an attack was pending. Recognizing the prevention implications of these findings, these agencies also published the companion document “*Threat Assessment in Schools: A Guide to Managing Threatening Situations and to Creating Safe School Climates”* (“*Threat Assessment Guide*” or “*Guide*”).[[3]](#footnote-3) The *Threat Assessment Guide* adapts the Secret Service-pioneered threat assessment process to the K-12 school context, and outlines an approach for identifying, assessing and managing students who may pose a threat of targeted violence in schools.[[4]](#footnote-4) The *SSI Report* and the *Threat Assessment Guide* continue to be leading school threat assessment resources, and they were cited with approval by the *Guide for Developing High-Quality School Emergency Operations Plans* (“*Emergency Operations Guide*”), which was published by numerous federal government agencies in June, 2013.[[5]](#footnote-5)

 The *Threat Assessment Guide* focuses on threats posed by students, but schools may also wish to have means to identify, assess and manage threats posed by employees, family members, and others, including individuals who do not have any affiliation with the school. Fortunately, because the approach in the *Threat Assessment Guide* was adapted from and has been used by various federal agencies in workplace violence prevention, presidential protection, and other contexts, a school threat assessment and management team (“TAM team”) can use that approach to investigate threats posed by non-students, as well as students. *The* *Handbook for Campus Threat Assessment & Management Teams* cited in the *Emergency Operations Guide*[[6]](#footnote-6)applies that approach to students, employees, and others, and an American National Standard published in Fall, 2011 by ASIS and the Society for Human Resources Management, “*Workplace Violence Prevention and Intervention*” (“*Workplace Violence Standard*”) also advocates the use of a similar, though not identical, threat assessment approach in the workplace.[[7]](#footnote-7)

 Schools that follow the threat assessment approach outlined in the *Threat Assessment Guide* will also want to: 1) encourage reporting (and appropriate intervention) by educating students, parents, staff and community members about the existence and function of their TAM team; 2) staff and operate their teams appropriately; 3) adopt appropriate related policies; and 4) create and handle team-related documents well. Schools will also want to educate their staff members about the proper balance between community safety and the rights of persons of concern, so that misunderstandings about, for example, privacy and disability laws, do not unduly restrict their ability to take the steps necessary to promote school safety.

 This paper summarizes the threat assessment and management process outlined in the *Threat Assessment Guide*, provides links and citations to pertinent resources, provides some updated information, and addresses some of the privacy law issues that are often implicated by the threat assessment and management process.

**II. Overview of the *Threat Assessment Guide***

 The *Threat Assessment Guide* is organized into seven substantive chapters.

 Chapter II of the *Guide* contains suggestions for promoting a safe school climate, including discussion of respect, bullying, creating connections between adults and students, and encouraging student reporting of safety concerns. Obviously, much work on these issues has been done since 2002, but Chapter II of the *Guide*, and the related school safety culture action plan outlined in Chapter VII of the *Guide*, provide helpful background information.

 Chapter III of the *Guide* describes the key findings of the *SSI Report* and discusses the prevention-related implications of those findings. Chapter IV describes the principles underlying the threat assessment approach, outlines considerations for the development of a threat assessment team and process, and discusses information-sharing issues, including related legal issues. Chapter V outlines the steps for identifying and assessing behavior of concern, and Chapter VI outlines threat management strategies. The contents of these chapters and some related updated information will be summarized in more detail below.

 Chapter VII of the *Guide* suggests action plans for school leaders who wish to implement a threat assessment process, and the Conclusion in Chapter VIII summarizes how the threat assessment process can be used as a decision-making tool. The Appendix to the *Guide* consists of an annotated list of resources, as of 2002, regarding bullying and respectful climates, information sharing and legal issues, school violence and crime, risk assessment and general violence, and threat assessment and targeted violence.

**III. Key Findings of the *SSI Report* and Prevention-Related Implications**

 Based on the collection of information and interviews with attackers and others performed during the *Safe School Initiative*, the SSI Report made the following 10 key findings:

* Incidents of targeted violence at school are rarely sudden, impulsive acts.
* Prior to most incidents, other people knew about the attacker’s idea and/or plan to attack.
* Most attackers did not threaten their targets directly prior to advancing the attack.
* There is no accurate or useful "profile" of students who engage in targeted school violence.
* Most attackers engaged in some behavior, prior to the incident, that caused concern or indicated a need for help.
* Most attackers were known to have difficulty coping with significant losses or personal failures. Many had considered or attempted suicide.
* Many attackers felt bullied, persecuted, or injured by others prior to the attack.
* Most attackers had access to and had used weapons prior to the attack.
* In many cases, other students were involved in some capacity.
* Despite prompt law enforcement responses, most shooting incidents were stopped by means other than law enforcement intervention.

*Threat Assessment Guide* at 17. The *SSI Report* outlined an often-observable “pathway to violence,” in which subjects can move from having an idea about committing violence, to developing a plan, to acquiring the means to carry out an attack, to implementing the attack. *Id*. at 18.

 The premise of the threat assessment process outlined in the *Threat Assessment Guide* is that if thoughts and activities commonly found along the pathway to violence can be identified and assessed, then subjects can be moved off that pathway through individually-tailored threat management strategies. The key threat assessment inquiry questions described below were developed in light of these key findings. Chapter III of the *Guide* includes a discussion of the prevention-related implications of each of the key *SSI Report* findings. School officials and TAM team members may wish to review Chapter III to gain a more complete understanding of the relationship between the *SSI Report* findings and the threat assessment and management process outlined in the *Guide*. *See Threat Assessment Guide* at 18-25.

**IV. Implementing a School Threat Assessment Process**

 **A. General Implementation-Related Principles**

 Chapter IV of the *Guide* begins with the identification of six principles that form the foundation of the threat assessment process. They are:

* Targeted violence is the end result of an understandable, and oftentimes discernible, process of thinking and behavior.
* Targeted violence stems from an interaction among the individual, the situation, the setting, and the target.
* An investigative, skeptical, inquisitive mindset is critical to successful threat assessment.
* Effective threat assessment is based upon facts rather than on characteristics or "traits."
* An "integrated systems approach" should guide threat assessment inquiries and investigations.
* The central question in a threat assessment inquiry or investigation is whether a student *poses* a threat, not whether the student has *made* a threat.

*Threat Assessment Guide* at 29. Chapter IV of the *Guide* then explains how these principles should inform the development and operations of a school TAM team. *See id*. at 30-33. Chapter IV then describes how the threat assessment information-gathering process is facilitated by: 1) the team’s being granted the authority to conduct an assessment; 2) the team’s having the capacity to conduct inquiries and investigations; and 3) the team’s need to develop integrated systems relationships that will allow the team to acquire and use information about a person (or situation) of concern. The discussion in Chapter IV is succinct enough that this paper will incorporate it by reference and suggest that school officials and TAM team members may wish to review it, rather than summarizing it further here. *See Threat Assessment Guide* at 33-39.

 **B. Information-Sharing Issues**

The success of a TAM team depends heavily upon how readily students, staff and community members will share information about persons of concern. Chapter IV does contain some discussion of legal and other issues related to information sharing, so it is worth addressing separately here changes in the law and other issues that have arisen since the *Guide* was first published in 2002.

Of particular interest is the fact that the “health and safety emergency” exception to the Family Educational Rights and Privacy Act (“FERPA”), which is discussed in the *Guide*, was broadened significantly in 2008, in light of the April 16, 2007 shootings at Virginia Tech. The Virginia Tech Review Panel and other entities found that misunderstandings about the scope of FERPA and the applicability of exceptions to it may have unnecessarily curtailed pre-attack information sharing at Virginia Tech.[[8]](#footnote-8) In response, the U.S. Department of Education amended its FERPA regulations to provide more explicitly that the health and safety exception permits disclosure of education records to any appropriate parties (on or off campus) where necessary to protect the health or safety of a student or others, and that the Department will not second-guess reasonable related judgments made by school administrators.[[9]](#footnote-9)

Schools may also wish to consider other methods to promote appropriate information sharing, notwithstanding FERPA. These could include training programs, publications and/or web pages designed to educate the school community about FERPA, the exceptions under which information can be shared, and the limited remedies for inappropriate disclosure of FERPA-protected information (as school personnel are often surprised to discover, for example, neither individuals nor schools can be sued for violating FERPA). Schools may also wish to promote information sharing by ensuring that their FERPA notice definition of “school officials” (that is, employees, contractors and others with whom education records and information therefrom may be shared freely),[[10]](#footnote-10) is broad enough to encompass TAM team members. To support their education efforts, schools may wish to consult resources published relatively recently by the U.S. Department of Education regarding the application of FERPA in the school safety context.[[11]](#footnote-11)

In light of increasing public awareness of the privacy protections of the Health Insurance Portability and Accountability Act (“HIPAA”), which are not addressed in the information-sharing section of the *Threat Assessment Guide*, schools may also wish to ensure that any misperceptions about the scope or applicability of HIPAA do not unduly hamper the sharing of health-related information that may be possessed by school nurses, psychologists, and other licensed health care providers employed by schools. The HIPAA Privacy Rule prohibits the disclosure of personal health information by covered health plans, health care clearinghouses and those health care providers that conduct certain health care transactions electronically. According to the U.S. Department of Health and Human Services, “it is expected” that most elementary and secondary schools will not be covered by HIPAA, because they do not conduct covered billing or other covered transactions electronically.[[12]](#footnote-12) Further, even in the rare case where school health care operations are covered by HIPAA, it is not likely that their records will contain HIPAA-covered “protected health information” because student health records are generally covered by FERPA (and its exceptions), not HIPAA.[[13]](#footnote-13)

Finally, even if HIPAA did somehow apply to certain records maintained by schools, HIPAA regulations provide that HIPAA permits disclosure of protected health information if a covered entity believes in good faith that disclosure is necessary to prevent or lessen a serious and imminent threat to the health or safety of a person or the public, and such disclosure is made to a person or persons reasonably able to prevent or lessen the threat, including the target of the threat.[[14]](#footnote-14) Given these parameters, the information-gathering activities of TAM teams should not be hampered unduly by HIPAA-related concerns, and schools may wish to undertake educational efforts if there is any concern that misunderstandings about HIPAA might interfere with those activities.

Post-2002 developments in the utilization of social media may also be considered by TAM teams that are seeking to optimize the receipt of information from students, parents, employees and community members. For example, as teams develop their protocols, they may wish to determine: 1) whether and how they might use social media for outreach about the team’s existence, function and mission in order to promote information sharing; and 2) how they might use social media (including anonymous reporting mechanisms, if deemed appropriate) to promote reporting of information about persons of concern.

**C. Additional Implementation-Related Resource**

In addition to considering the implementation-related information provided in Chapter IV of the *Threat Assessment Guide*, schools may also wish to consider a more recently-published resource, *Implementing Behavioral Threat Assessment on Campus, A Virginia Tech Demonstration Project*.[[15]](#footnote-15) This document summarizes the decisions faced and policies adopted by Virginia Tech in its implementation of a robust threat assessment process following the April 16, 2007 shootings. While not all of the information in the document will be applicable to the K-12 context, school administrators and TAM team members may wish to review the document given its relative currency, its discussion of steps taken by Virginia Tech to build community confidence in the TAM team and to encourage reporting and information sharing, and its discussion of potential TAM-related pitfalls and ongoing challenges that could affect a TAM team in either the higher education or K-12 context.

**V. Conducting a School Threat Assessment**

 Chapter V of the Threat Assessment Guide begins by making a distinction between “threat assessment inquiries,” which are carried out by a school TAM team, and “threat assessment investigations,” which are carried out by a law enforcement agency if the TAM team’s initial inquiry determines that there is a valid risk of targeted school violence. *See* *Threat Assessment Guide* at 43. In making this distinction, the Guide emphasizes that different communities may make different choices, all valid, about how to handle what should properly be understood as “two complementary parts of a threat assessment continuum.” *Id*. Schools may decide to give primary responsibility for all threat assessment inquiries to law enforcement officials, they may give primary responsibility for initial inquiries to school officials, or they may adopt a “blended” system where, presumably, law enforcement officials essentially work on initial inquiries as part of a TAM team, then work to transition the inquiry to a law enforcement-focused threat assessment investigation if that appears necessary. *Id*. The Guide indicates that the process is “presented in this manner as a means of underscoring the proposition that not all situations that become the focus of school threat assessment inquiries will require referral to and follow-up threat assessment investigations by law enforcement officials.” *Id*. This does not mean, of course, that law enforcement officials cannot be at the table as TAM teams perform initial inquiries, and schools may wish to consult early and often with law enforcement officials regarding whether a particular case should transition to a law enforcement investigation.[[16]](#footnote-16) These issues are covered in more detail in Chapter V of the *Guide*. *See Threat Assessment Guide* at 43-44.

 The threat assessment inquiry section of the *Guide* explains that the inquiry should begin with the TAM team’s first determining whether the information that brought the individual of concern to the team’s attention indicates that there may be an imminent risk of violence. If that is the case, law enforcement should of course be contacted without delay. *See Threat Assessment Guide* at 48. If there does not appear to be an imminent risk, the TAM team can work to gather information about the person of concern and the circumstances that will help it determine whether to request that law enforcement conduct a threat assessment investigation. The threat assessment inquiry process involves TAM team members’ gathering of information about, for example:

* the facts that drew attention to the person of concern, the situation, and possibly potential targets;
* identifying, background, and current life information about the student;
* “attack-related” behaviors;
* motives; and
* target selection.

*See Threat Assessment Guide* at 48-51. The *Guide* then provides examples of sources of information for the threat assessment inquiry, which can include: 1) school information (such as school records, teacher interviews, and other easily-accessed information); 2) collateral school interviews (with bystanders and others who may have information about the person of concern’s behaviors, ideas or intentions in relation to the behavior that brought the person to the team’s attention, or otherwise); 3) a parent/guardian interview, where applicable; 4) an interview with the person of concern; and 5) an interview of potential targets, where appropriate. The *Guide* provides detailed information about the pros and cons of various types of interviews, strategies for seeking information, and suggested questions. *See id*. at 51-55.

 Of course, TAM teams operating in 2016 and beyond will also want to view social media and other internet-based media as potentially rich sources from which to collect information about persons of concern, and to learn about threats and/or threatening behavior. Further, TAM teams will generally want to be cognizant of the rising incidence of cyber-bullying and other electronically-based harassment, and if they determine that use of the threat assessment process by the TAM team might be helpful in investigating and addressing such issues, to ensure that they have the authority to do so.

 The *Guide* then outlines 11 key inquiry questions that should be considered when evaluating the information gathered in the threat assessment inquiry. As noted above, these key inquiry questions are informed by the key findings of the *SSI Report*. The questions outlined in the *Guide* are:

* What are the person of concern’s motive(s) and goals?
* Have there been any communications suggesting ideas or intent to attack?
* Has the subject shown inappropriate interest in school attacks or attackers, weapons (including recent acquisition of a relevant weapon), incidents of mass violence (terrorism, workplace violence, mass murderers)?
* Has the person of concern engaged in attack-related behaviors (such as, e.g., developing an attack idea or plan, making efforts to acquire or practice with weapons, casing or checking out possible sites for an attack, or rehearsing attacks)?
* Does the person of concern have the capacity to carry out an act of targeted violence (i.e., is the person’s thinking organized enough to carry out an attack [organizational capacity can wax and wane], and does the person have access to weapons)?
* Is the person of concern experiencing hopelessness or desperation [given the *SSI Report*’s findings that many of the attackers studied were suicidal]?
* Does the person of concern have a trusting relationship with at least one responsible adult [such a person can represent a powerful protective factor and be an extremely valuable resource in implementing case management strategies], and is the person emotionally connected to or disconnected from others?
* Does the person of concern see violence as an acceptable, desirable, or the only way to solve problems?
* Is the person of concern’s conversation and “story” consistent with his or her actions (i.e., does the information from collateral interviews and sources confirm or dispute what the person says is going on)?
* Are other people concerned about the person of concern’s potential for violence?
* What circumstances might affect the likelihood of an attack (i.e., what factors in the person of concern’s life might increase or decrease the likelihood of an attack, and will the reaction of others, such as peers, encourage or discourage an attack)?

*See Threat Assessment Guide* at 55-57.[[17]](#footnote-17) The *Guide* provides substantial sub-questions and suggestions for inquiry, and explains in detail what the 11 key inquiry questions are seeking to determine. *See id*. The *Guide* suggests that a TAM team’s consideration of the answers to these questions will, if sufficient information has been gathered, “produce a sound foundation for the threat assessment team’s response to the overarching question in a threat assessment inquiry: Does the [person] of concern pose a threat of targeted violence at school?” To be clear, the *Guide* is suggesting that the TAM team should answer these questions for itself based on the information gathered, not that it should necessarily pose each of these questions directly or literally to each witness, particularly where considerations such as the age of interviewees, their relationship to the person of concern, or other factors suggest that a less literal interviewing approach is required.

 The *Guide* indicates that if sufficient information has been gathered to answer the key inquiry questions, and “the weight of the information is convincing that the [person of concern] does not pose a threat of targeted school violence,” then the TAM team can close the threat assessment inquiry (subject to re-opening if new information comes to light), and/or refer the person of concern to supportive resources as necessary. *Id*. at 57. If, on the other hand, the team concludes that there is insufficient information for the team to be “reasonably certain” that the person of concern does not pose a threat, or the person appears to be on a path to cause harm, then the team should, according to the *Guide*, recommend that the matter be referred to, and partner with, law enforcement for a law enforcement investigation and appropriate intervention. *Id*. at 58.

 The *Guide* also includes advice about appropriate documentation of a threat assessment investigation. *Id*. Documentation should be done carefully whether or not the threat assessment inquiry results in a referral to law enforcement.

 Chapter V of the *Guide* concludes with a succinct description of a law enforcement threat assessment investigation that law enforcement officials may wish to review. *See id*. at 58-59.

**VI. Managing a Threatening Situation**

 Chapter VI of the *Guide* summarizes some key components and considerations that may come into play in a TAM team’s and school’s management of a potentially threatening situation. The *Guide* emphasizes that threat management inherently requires a case-by-case determination of what strategies will best divert persons of concern from the pathway to violence. For example, it may be helpful for schools and TAM teams to recognize that targeted violence is a dynamic process. Therefore, if information gathered in response to the 11 key inquiry questions suggests that particular stressors may make the person of concern more likely to engage in targeted violence, then TAM teams may, if practicable, want to identify and implement strategies designed to mitigate such stressors.

 Chapter VI of the *Guide* includes discussion of strategies for the short-term and long-term management of potentially threatening situations, and emphasizes that an integrated systems approach, which utilizes the support and expertise of school officials, law enforcement officials, mental health professionals, youth service workers, court, probation and correctional staff, and others, can be crucial to convincing a person of concern that there is reason for hope, thereby reducing the likelihood of threatening behavior in the future. *Id*. at 65. The threat management suggestions in Chapter VI of the Guide are concise enough that they can be incorporated by reference rather than summarized further here. *See id*. at 63-66. Though the scale of devoted case management resources needed at an institution the size of Virginia Tech will not likely be necessary in most K-12 school environments, further helpful information about threat management strategies is provided in the Case Management chapter of the *Implementing Behavioral Threat Assessment* resource.[[18]](#footnote-18)

**VII. Conclusion**

 The *Threat Assessment Guide* outlines a process for the identification, assessment and management of potentially threatening behavior that could, if not addressed, culminate in targeted violence at a school. When supplemented by the updated information provided above, and implemented thoughtfully by school officials in collaboration with law enforcement officials as necessary, the threat assessment process outlined in the *Guide* can divert persons of concern from the pathway to violence, and enhance safety in our schools.
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